Appendix B: Comparison of OFX and BIPS





Both OFX and BIPS are emerging as important standards that will enable the widespread implementation of Internet-based electronic commerce systems. While both standards are highly complementary, there are some areas of overlap as well as several very important differences. This appendix discusses these differences.�


B.1 History





Three companies, Microsoft, Intuit, and Checkfree, defined the OFX standard. Because of the products and services offered by these companies, the initial focus of OFX was on interfacing with personal financial management applications (e.g., Microsoft Money and Intuit’s Quicken) in the retail marketplace. 





The BIPS Project Team developed this (BIPS) specification. The initial focus of BIPS was to enable high-value payments, which are common for business-to-business transactions, as well as low-value retail transactions. 


B.2 Scope





OFX is a standard for enabling the exchange of financial information over the Internet. Consequently, it includes functionality for insurance and brokerage activities as well as banking and payments. The payments mechanism in the current release of the OFX specification, Version 1.5, is typically referred to as OFX-PAY. In contrast, BIPS focuses specifically and exclusively on enabling secure payment transactions over the Internet. Moreover, BIPS focuses on a broad range of payment issues. BIPS has a more comprehensive scope with regards to payments.


B.3 Security





OFX relies on browser-based security, such as SSL, login IDs, and passwords. BIPS is compatible with the same security mechanisms; however, all BIPS messages must also be digitally signed when they are created. Consequently, the originator of a BIPS message cannot dispute the authenticity of the message later on. This capability, referred to as non-repudiation, is crucial for Internet payment transactions, particularly high-value transactions. In addition, the digital signature ensures that a BIPS message has not been altered or corrupted.





BIPS can use software-based cryptographic processing or hardware-based cryptography. Hardware-based (e.g., smartcard) certificates and cryptographic processing are generally considered to be significantly more secure than software-based cryptography. 


B.4 Negotiation of Payment Parameters





The BIPS protocol defines how a BIPS user can check the “feasibility” of a payment, or a group of payments, prior to transmission to a bank. This enables the user to tune payment parameters to specific requirements while also obtaining the optimum cost. This concept of online negotiation of payment parameters is not covered by the OFX specification.


B.5 Technology





The respective technical architectures of BIPS and OFX are very similar. Both are based on SGML and can work over the ubiquitous HTTP. BIPS, however, is also compatible with the W3C’s XML specification. At the time this specification was published OFX was not XML compatible; however, it is expected to be XML compatible in a future release.


B.6 Suitability to Task





The OFX payment mechanism is adequate for low-value payments, which are common in the retail market. In addition to being suitable for low-value payments, BIPS can also be used for high-value payments. 





The following examples describe situations and the applicability of using BIPS or OFX in each:





Retail bill payment. Both OFX-PAY and BIPS could be used for this type of activity. In this scenario, payment messages are transmitted to a bank or bill payment service provider. These payments are then typically turned into ACH debits, which are usually processed in one to three days.





Corporate bill payment. Corporate bill payments typically involve dramatically larger dollar-value transactions than retail transactions. When a Fortune 500 company pays its monthly telecommunications bill, for example, the amount can be hundreds of thousands of dollars. Obviously, the security measures employed by this type of application must go far beyond logins, passwords, and browser-based security. BIPS would be more appropriate in this scenario because of its non-repudiation capability. Moreover, the organization implementing such an application would be well advised to employ smartcard-based cryptography.





International payment. BIPS supports payment messages that can be automatically reformatted for the SWIFT network. In other words, BIPS payment requests can be automatically formatted into, for example, SWIFT Message Types (MT) 100 (customer transfer) or 202 (bank transfer). Consequently, BIPS can support virtually any type of international payment transaction. OFX-PAY was not designed with international payments specifically in mind.





A payment that must be executed today. BIPS messages can be automatically reformatted into payment messages that can be processed by the Federal Reserve’s Fedwire system or the New York Clearing  House’s (CHIPS). In contrast to ACH, these networks currently support same-day value date transactions. 








� At the time of the publication of this document, the OFX specification and Integrion's Gold standard were being examined with the intent of creating a convergence of the two by the Third Quarter of 1998.  The BIPS Project Team could only review the OFX specification that was publicly available at the time that this BIPS specification was being published. The team expects that many of the same comparisons that are made in this appendix between BIPS and the OFX specification will also be valid comparisons between BIPS and the merged OFX/Gold specification
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